
UMOWA POWIERZENIA PRZETWARZANIA DANYCH OSOBOWYCH (art. 28 RODO)

zawarta pomiędzy:

(A) Administrator danych (Instruktor/Szkoła) – Użytkownik Serwisu,

oraz

(B) Podmiot przetwarzający: Edward Baltaza (JDG), NIP 8212577665,

ul. Lindleya 16, 02-013 Warszawa, e-mail: support@swimkit.pl. 

§1. Przedmiot i czas trwania

§2. Cel i charakter przetwarzania

§3. Rodzaje danych i kategorie osób

1. Administrator powierza Podmiotowi przetwarzającemu dane osobowe

w zakresie niezbędnym do świadczenia usług SwimKit.

2. Umowa obowiązuje przez czas świadczenia usług (aktywności Konta)

oraz przez okres niezbędny do rozliczeń/usunięcia danych zgodnie

z Polityką prywatności.

1. Celem przetwarzania jest umożliwienie Administratorowi

korzystania z funkcji Serwisu (harmonogram, baza klientów,

notatki, płatności, raporty). 

2. Charakter: utrwalanie, porządkowanie, przechowywanie,

udostępnianie w ramach Konta, usuwanie, tworzenie kopii

bezpieczeństwa.

1. Kategorie osób: klienci/uczestnicy zajęć (w tym dzieci),

rodzice/opiekunowie, pracownicy/współpracownicy Administratora

(jeśli wprowadzani).

2. Kategorie danych (zwykłe): identyfikacyjne i kontaktowe, dane

dot. grafiku lekcji, notatki lekcyjne, rozliczenia/pakiety. 

3. Dane szczególne: co do zasady niezalecane; jeśli Administrator

zdecyduje się wprowadzać dane wrażliwe, robi to na własną

odpowiedzialność i tylko gdy ma podstawę prawną oraz zapewni

minimalizację.

mailto:support@swimkit.pl.


§4. Obowiązki Podmiotu przetwarzającego

§5. Podpowierzenie (subprocesorzy)

§6. Zakończenie świadczenia usług

Po zakończeniu umowy Podmiot przetwarzający usuwa lub anonimizuje

dane Administratora w terminach i na zasadach opisanych w Polityce

prywatności, chyba że prawo nakazuje dłuższe przechowywanie

określonych danych (np. rozliczeniowych). 

§7. Postanowienia końcowe

1. Przetwarzanie wyłącznie na udokumentowane polecenie

Administratora (korzystanie z Serwisu jest poleceniem).

2. Zapewnienie poufności (upoważnienia, zobowiązania do tajemnicy).

3. Zastosowanie środków bezpieczeństwa adekwatnych do ryzyka (m.in.

kontrola dostępu, szyfrowanie transmisji). 

4. Pomoc Administratorowi w realizacji praw osób (w rozsądnym

zakresie technicznym).

5. Zgłaszanie naruszeń Administratorowi bez zbędnej zwłoki po

stwierdzeniu incydentu.

1. Administrator wyraża ogólną zgodę na korzystanie z subprocesorów

niezbędnych do działania Serwisu: Supabase, Google

(opcjonalnie), Polar. 

2. Podmiot przetwarzający zapewnia, że subprocesorzy zapewniają

odpowiednie środki ochrony danych.

1. Umowa ma formę dokumentową i jest zawierana poprzez akceptację w

Serwisie.

2. W sprawach nieuregulowanych zastosowanie ma RODO oraz prawo

polskie.


